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NAME
fping - send | CMP ECHO REQUEST packets to network hosts

SYNCPSI S
fping [ options ] [ systens... ]

DESCRI PTI ON
fping is a like programwhich uses the Internet Control Message Proto-
col (1CWP) echo request to determine if a target host is responding.
fping differs fromping in that you can specify any nunber of targets
on the command line, or specify a file containing the lists of targets
to ping. Instead of sending to one target wuntil it tinmes out or
replies, fping will send out a ping packet and nbve on to the next tar-
get in a round-robin fashion
In the default node, if a target replies, it is noted and renmpoved from
the list of targets to check; if a target does not respond wthin a
certain tinme limt and/or retry limt it is designated as unreachabl e.
fping al so supports sending a specified nunber of pings to a target, or
| ooping indefinitely (as in ping ).
Unlike ping , fping is nmeant to be used in scripts, so its output is
designed to be easy to parse.

OPTI ONS

-a Show systens that are alive
-A Display targets by address rather than DNS narne.

-bn Nunmber of bytes of ping data to send. The minimumsize (nornally
12) allows room for the data that fping needs to do its work
(sequence nunber, tinestanp). The reported received data size
includes the I[P header (normally 20 bytes) and | CVMP header (8
bytes), so the mnimumtotal size is 40 bytes. Default is 56, as
in ping. Maxi mum is the theoretical maxi rum | P datagram size
(64K), though nost systens limt this to a snaller, system depen-
dent nunber.

-Bn In the default node, fping sends several requests to a target
before giving up, waiting longer for a reply on each successive
request. This paraneter is the value by which the wait tine is
mul tiplied on each successive request; it nust be entered as a
fl oating-point nunber (x.y). The default is 1.5.

-C Nunmber of request packets to send to each target. In this node, a
line is displayed for each received response (this can suppressed
with -gq or -Q. Also, statistics about responses for each target
are displayed when all requests have been sent (or when inter-
rupted).

-C Simlar to -c, but the per-target statistics are displayed in a
format designed for automated response-tinme statistics gathering.
For exanpl e:
% fping -C 5 -q sonehost
somehost @ 91.7 37.0 29.2 - 36.8
shows the response tinme in mlliseconds for each of the five

requests, with the "-" indicating that no response was received to
the fourth request.



-d Use DNS to |ookup address of return ping packet. This allows you
to give fping a list of |IP addresses as input and print hostnanes
in the output.

-e Show el apsed (round-trip) tine of packets.

- f Read list of targets froma file. This option can only be used by
the root user. Regular users should pipe in the file via stdin:

% fping < targets file
-g Cenerate a target list froma supplied IP netmask, or a starting
and ending |IP. Specify the netmask or start/end in the targets

portion of the command |i ne.

ex. To ping the class C 192.168.1.x, the specified command |ine
could look like either

fping -g 192.168. 1.0/ 24

or

fping -g 192.168.1.0 192.168. 1. 255
-h Print usage nessage.

-in The mnimum amount of time (in mlliseconds) between sending a
pi ng packet to any target (default is 25).

-1 Loop sendi ng packets to each target indefinitely. Can be inter-
rupted with ctl-C, statistics about responses for each target are
then di spl ayed.

-m Send pings to each of a target host’s nultiple interfaces.

-n Sane as -d.

-T print atimestanp with each printed result

-p In | ooping or counting nodes (-1, -c, or -C), this paraneter sets

the tinme in milliseconds that fping waits between successive pack-

ets to an individual target. Default is 1000.

Quiet. Don't show per-target results, just set final exit status.

q
- Like -q, but show summary results every n seconds.

-rn Retry limt (default 3). This is the nunber of tines an attenpt at
pinging a target will be made, not including the first try.

-S Print cunul ative statistics upon exit.

-tn Initial target tineout in mlliseconds (default 500). 1In the
default node, this is the anbunt of tine that fping waits for a
response to its first request. Successive timeouts are multiplied
by the backoff factor.

-u Show targets that are unreachabl e.
-V Print fping version information.
EXAMPLES
The following perl script will check a list of hosts and send nail if

any are unreachable. It uses the open2 function which allows a program
to be opened for reading and witing. fping does not start pinging the



list of systems until it reads EOF, which it gets after INPUT is
closed. Sure the open2 usage is not needed in this exanple, but it's a
good open2 exanpl e none the |ess.

#!/usr/ | ocal / bi n/ perl
require 'open2. pl’

$MAILTO = "root";
$pid = &open2(" QUTPUT", "I NPUT", "/ usr/| ocal / bin/fping -u");
@heck=("sl apshot", "foo","foobar");

foreach(@heck) { print INPUT "$ \n"; }
cl ose( I NPUT) ;
@ut put =<OQUTPUT>

if ($#output !'=-1) {
chop($dat e=* date');
open(MAIL,"| mail -s 'unreachable systens’ $MAILTO');
print MAIL "\nThe foll owi ng systens are unreachabl e as of: $date\n\n";
print MAIL @ut put;
cl ose MAIL;
}

Anot her good exanple is when you want to performan action only on hosts
that are currently reachable.

#!/usr/ | ocal / bi n/ perl
$hosts_to_backup = ‘cat /etc/hosts.backup | fping -a‘;

foreach $host (split(/\n/,$hosts_to_backup)) ({
# do it

}
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DI AGNCSTI CS
Exit status is O if all the hosts are reachable, 1 if sone hosts were
unreachable, 2 if any IP addresses were not found, 3 for invalid com
mand |ine argunents, and 4 for a systemcall failure.

BUGS
Ha! If we knew of any we woul d have fixed them
RESTRI CTI ONS
If certain options are used (i.e, a lowvalue for -i and -t, and a high
value for -r) it is possible to flood the network. This program nmust be
installed as setuid root in order to open up a raw socket, or nust be
run by root. In order to stop nmere nortals from hosing the network
(when fping is installed setuid root) , normal users can’t specify the
fol | owi ng:
-ion where n < 10 msec
-r n where n > 20
-t n where n < 250 nsec
SEE ALSO

netstat(1l), ping(8), ifconfig(8c)
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